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Abstract –A Review of the Secret Share Design for Color Image Using Visual Cryptography
Scheme and Halftone technique are proposed. In this paper visual cryptography method are used
for the encoding a secret binary image (SI) into shares of random binary sample. Visual
cryptography (VC) may be a secret sharing scheme of decomposing a secret image into n
transparencies, and the stacking of several t out of n transparencies reveals the secret content. The
binary patterns of the N shares, however, don't have any visual which means and hinder the
objectives of visual cryptography.
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I. Introduction

VISUAL cryptography (VC) could be a branch of
secret sharing information. Within the VC scheme, a
secret image is encoded into transparencies, and therefore
the content of every transparency is noise-like so the
secret info can't be retrieved from anyone transparency
by means of human being optical examination or signal
examination procedure. In general, a -threshold VC
scheme has the subsequent properties: The stack of any
out of which VC generated transparencies will reveal the
secret by visual perception, however the stacking of any
or fewer number of transparencies cannot retrieve any
information other than the size of the secret image. Naor
and Shamir [1] projected a –threshold VC scheme based
on basis matrices, and therefore the model had been
additional studied and extended. The connected works
embody the VC schemes supported probabilistic models
[2]–[4], general access structures [5], [6], VC over
halftone images [7], [8], VC for color images [9],
cheating in VC [10], [11], the general formula of VC
schemes [12], and region incrementing VC [13]. Contrast
is one amongst the vital performance metrics for VC
schemes. Generally, the stacking revelation of the secret
with higher contrast represents the higher visual quality,
and thus the stacking secret with high contrast is that the
goal of pursuit in VC styles. Naor and Shamir [1] outline
a contrast formula that has been wide employed in
several studies. Supported the definition of contrast, there
are studies attempting to achieve the contrast bound of
VC scheme [4].

The probabilistic model of the VC scheme was first
begin by Ito et al. [2], where the design is based on the

basis matrix, however only one column of the matrix
is elected to set a binary secret pixel, rather than the
conventional VC scheme make use of the complete basis
matrices. The size of the generated transparencies is
identical to the secret image. Yangs also proposed a
probabilistic model of VC scheme, and therefore the 2
cases and are explicitly created to realize the optimal
contrast. Based on yang, Cimatoet al. projected a
generalized VC scheme within which the pixel expansion
is between the probabilistic model of VC scheme and
therefore the traditional VC scheme. Encrypting a picture
by random grids (RGs) was 1st introduced by Kafri and
Keren in 1987. A binary secret image is encoded into 2
noise-like transparencies with a similar size of the initial
secret image, and stacking of the 2 transparencies reveals
the content of the secret. Comparison RGs with basis
matrices, one among the most important benefits is that
the size of generated transparencies is unexpanded. The
RG scheme is similar to the probabilistic model of the
VC scheme, but the RG scheme isn't based on the basis
matrices. The recent studies include the RG for color
image RG, and RG schemes

II. Literature Survey

Sian-Jheng Lin et. al [1] “1) A Probabilistic Model
Of Visual Cryptography Scheme With Dynamic Group”,
In this paper proposed a VC scheme with flexible value
of. From the practical perspective, the proposed scheme
accommodates the dynamic changes of users without
regenerating and redistributing the transparencies, which
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reduces computation and communication resources
required in managing the dynamically changing user
group. From the theoretical perspective, the scheme can
be considered as the probabilistic model of VC with
unlimited. Initially, the proposed scheme is based on
basis matrices, but the basis matrices with infinite size
cannot be constructed practically. Therefore, the
probabilistic model is adopted in the scheme. As the
results listed in Table I, the proposed scheme also
provides the alternate verification for the lower bound
proved by Krause and Simon [20]. For , the contrast is
very low so that the secret is visually insignificant.
Therefore, in practical applications, the values of 2 or 3
for are empirically suggested for the proposed scheme.

Haibo Zhang et. al [2] “Visual Cryptography For
General Access Structure By Multi-Pixel Encoding With
Variable Blocks Size”, Multi-pixel encoding is an
emerging method in visual cryptography for that it can
encode more than one pixel for each run. However, in
fact its encoding efficiency is still low. This paper
presents a novel multi-pixel encoding which can encode
variable number of pixels for each run. The length of
encoding at one run is equal to the number of the
consecutive same pixels met during scanning the secret
image. The proposed scheme can work well for general
access structure and chromatic images without pixel
expansion. The experimental results also show that it can
achieve high efficiency for encoding and good quality for
overlapped images.

Zhi Zhou et. al [3] “Halftone Visual Cryptography”,
Visual cryptography encodes a secret binary image (SI)
into shares of random binary patterns. If the shares are
xeroxed onto transparencies, the secret image can be
visually decoded by superimposing a qualified subset of
transparencies, but no secret information can be obtained
from the superposition of a forbidden subset. The binary
patterns of the shares, however, have no visual meaning
and hinder the objectives of visual cryptography.
Extended visual cryptography [1] was proposed recently
to construct meaningful binary images as shares using
hyper graph colourings, but the visual quality is poor. In
this paper, a novel technique named halftone visual
cryptography is proposed to achieve visual cryptography
via half toning. Based on the blue-noise dithering
principles, the proposed method utilizes the void and
cluster algorithm [2] to encode a secret binary image into
halftone shares (images) carrying significant visual
information. The simulation shows that the visual
qualities of the obtained halftone shares are observably
better than that attained by any available visual
cryptography method known to date.

Wei-Qi Yan et. al [4] “Visual Cryptography For Print
And Scan Applications”, Visual cryptography is not
much in use in spite of possessing several advantages.
One of the reasons for this is the difficulty of use in
practice. The shares of visual cryptography are printed on

transparencies which need to be superimposed. However,
it is not very easy to do precise superposition due to the
fine resolution as well as printing noise. Furthermore,
many visual cryptography applications need to print
shares on paper in which case scanning of the share is
necessary. The print and scan process can introduce noise
as well which can make the alignment difficult. In this
paper, we consider the problem of precise alignment of
printed and scanned visual cryptography shares. Due to
the vulnerabilities in the spatial domain, we have
developed a frequency domain alignment scheme. We
employ the Walsh transform to embed marks in both of
the shares so as to find the alignment position of these
shares. Our experimental results show that our technique
can be useful in print and scan applications.

Ming Sun Fu et. al [5] “Joint Visual Cryptography
And Watermarking”, In this paper, we discuss how to use
watermarking technique for visual cryptography. Both
halftone watermarking and visual cryptography involve a
hidden secret image. However, their concepts are
different. For visual cryptography, a set of share binary
images is used to protect the content of the hidden image.
The hidden image can only be revealed when enough
share images are obtained. For watermarking, the hidden
image is usually embedded in asingle halftone image
while preserving the quality of the watermarked halftone
image. Inthis paper, we proposed a joint Visual-
cryptography and watermarking (JVW) algorithm that
has the merits of both visual cryptography and
watermarking.

R.Youmaran et. al [6] “An Improved Visual
Cryptography Scheme For Secret Hiding”, Visual
Cryptography is based on cryptography where n images
are encoded in a way that only the human visual system
can decrypt the hidden message without any
cryptographic computations when all shares are stacked
together. This paper presents an improved algorithm
based on Chang’s and Yu visual cryptography scheme
for hiding a colored image into multiple colored cover
images. This scheme achieves lossless recovery and
reduces the noise in the cover images without adding any
computational complexity.

III. Method

The work is basically on Visual cryptography Scheme
in which half tone is applied .The main aims to encode
transparencies and the content of each transparency is
noise like so that secret information cannot be retrieved
from any one transparency via human visual observation
or signal analysis.

III .1. Visual Cryptography Schemes

Visual cryptography is a cryptographic technique
which allows visual information (pictures, text, etc.) to
been crypted in such a way that the decryption can be
performed by the human visual system, without the aid



International Journal of advancement in electronics and computer engineering (IJAECE)
Volume 4, Issue 5, Sep. 2016, pp.1006-1009, ISSN 2278 -1412

Copyright © 2012: IJAECE (www.ijaece.com)

[1008]

of computers. Visual cryptography was pioneered by
Moni Naor and Adi Shamir in 1994. They demonstrated
a visual secret sharing scheme, where an image was
broken up into n shares so that only someone with all n
shares could decrypt the image, while any n-1 shares
disclosed no info about the original image. every share
was printed on a separate transparency, and decryption
was performed by overlaying the shares. once all n shares
were overlaid, the initial image would appear. Using a
similar idea, transparencies can be used to implemental
one-time pad encryption, where one transparency is a
shared random pad, and another transparency acts as the
cipher text cryptography and steganography are well
known and widely used techniques that manipulate
information (messages) in order to cipher or hide their
existence.

III .2. Halftone Visual Cryptography

The main idea of halftoning is to utilize the density of
printed dots to simulate the grey scale of pixels. For
human eyes, the denser the dots are, the darker the image
is; on the contrary, the sparser the dots are, the lighter the
image is. For example, if the black dot densities of two
areas with same size are 90% and 50% respectively, the
human visual system can perceive the difference between
them: the former is darker than the latter and the latter
lighter than the former. Therefore, we can learn that the
black dotdensity can simulate the gray-scale value of an
area. Just by dominating the black dot density of an area,
halfoning transforms a continuous-tone image into a
binary one.

The meaningful shares generated in extended visual
cryptography proposed by Mizuho NAKAJIMA and
Yasushi YAMAGUCHI [5] was of poor quality which
again increases the suspicion of data encryption. Zhi
Zhou, Gonzalo R. Arce, and Giovanni Di Crescenzo
proposed halftone visual cryptography which increases
the quality of the meaningful shares. In halftone visual
cryptography a secret binary pixel „P‟ is encoded into an
array of Q1 x Q2 („m‟ in basic model) sub pixels,
referred to as halftone cell, in each of the „n‟ shares. By
using halftone cells with an appropriate size, visually
pleasing halftone shares can be obtained. Also maintains
contrast and security.

III .3. GRAY Images

The development of an algorithm to encrypt binary
images, they were also aware of the eventual need to
encrypt gray and color images. In the last section of their
paper, they proposed a technique which involved printing
each of the pixels in an image as half black - half white
circles. This allowed the rotation angle of the
corresponding circles to vary and which would reveal a
range of gray tones throughout the overlapped shares. If
the rotation angle of the first share pixel is chosen at
random, then the relative change in rotation of the
corresponding share pixels would result in uniformly
gray shares with no information about the original image
being revealed.

IV. Conclusion

This paper has reviewed the mainly latest research
trends and proposed the Visual Cryptography Scheme
and Halftone scheme. In this paper a design of secret
shares for color images. In this paper we have presented
Secret Share Design for Color Image Using Visual
Cryptography Scheme and Halftone technique. In this
paper a review of the proposed work is on extended
visual cryptography scheme which can encrypt the secret
image into meaningful cover images.
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